RESEARCH YOUR JOB, DON'T BE A VICTIM OF FRAUD!

THE PROMISE of a large salary for very little work – especially those that state thousands of dollars of income per month with little or no experience required.

SENDING PAYMENTS Jobs that ask you to send payment by wire service or courier.

PERSONAL INFORMATION Positions that ask you to give credit card or bank account numbers, or copies of personal documents.

LARGE PAYMENT Positions in which you are offered a large payment or reward in exchange for allowing the use of your bank account - often for depositing checks or transferring money.

SWITCH & BAIT If a company posts a job and then changes it to something else when they contact you.

FACE TO FACE Make sure there is some face to face interaction and that everything is not done over email or the phone.

RESEARCH Google the company to see if an active webpage exists. Check to make sure the email uses a company domain, not personal domain. AND if still in doubt, call the phone number. If the phone is disconnected do not proceed in applying.

FACE TO FACE Make sure there is some face to face interaction and that everything is not done over email or the phone.

CONTACT:
If you have questions about fraudulent jobs please contact: 951.827.3631
If you are a victim of fraud please contact the UCR Police department: 951.827.5222

FOR MORE INFORMATION VISIT CAREERS.UCR.EDU